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Abstract

Wireless Sensor Networks (WSNs) becomes a very popular technology and enabling new applications in this era. It is highly demanding in the civil and military applications. WSN nodes may be mobile. So it can be called Mobile Wireless Sensor Network (MWSN). MWSNs require unconventional protocols due to several environmental constraints. A proper balance between communication and signal/data processing capabilities must be found. In this paper, four of the most important performance metrics of MWSNs was analyzed and tested to observe and compare the throughput, Packets delivery fraction, average end to end delay and normalized routing loads of the Network. It was implemented to compare the network’s behavior with five routing protocols (DSR, DSDV, AODV, OLSR and AOMDV) to select the best routing protocol from the point of view of the user. This was done with the help of simulation results derived by using Network Simulator (NS-2) for certain proposed Network Model in different scenarios.

The purpose of this paper is to build a mathematical model that can be used to select the optimal number of required nodes, optimal speed and optimal pause time for each new designed Wireless Sensor Network. New mathematical models were developed depending on these metrics to find certain output values. The final simulation results showed that this model is more flexible and efficient in designing the optimal routing protocol (which is the best among the available routing protocols) for any new designed MWSN.
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Introduction

Wireless technology is simplifying the networking by enabling different users to simultaneously share resources without intrusive wiring. Mobile Ad hoc network (MANET) was defined as a system of wireless mobile nodes that connected among each other in a wireless manner without any infrastructure devices [1]. Any WSN can be described as a wireless network of nodes that cooperatively sense and may control the environment enabling interaction between computers (sensors). Wireless Sensor Networks (WSNs) offer a powerful combination of distributed sensing, computing and communication [2]. It becomes a very popular technology and enabling new applications in this era. MWSN is highly demanding in many civil and military applications especially in the field of monitoring, observing, controlling and risky experimenting. The transmitted data packets can reaches the destination node either directly or through multi-hops [1]. A reliable transmission of packets data information, with secure low latency and reliable energy-efficiency are the essential factors for the wireless sensor networks. The proper selection of the routing protocol to achieve maximum efficiency is one of the most important challenging tasks. One of the first considerations facing the designer that wants to deploy wireless networking is “which wireless technologies he/she must adopt and when”.

MWSN can be modeled as a Mobile ad hoc network (MANET) due to several similar common aspects. It can be considered as a special case of them. This could be lead to erroneous conclusions,
especially when protocols and algorithms designed for ad hoc networks are used in WSN [3]. MANET and MWSN have special features such as limitation in its bandwidth and batteries. It seems to be complex due to its dynamic topology. Dynamic topology happens due to the frequently and unexpected movement of its nodes [4]. These reasons and others complicated the packets routing process. It requires special suitable routing Protocols. There are many routing protocols were developed and classified to be to be reactive, proactive and hybrid [5]. The reactive routing protocols are (DSR (Dynamic Source Routing), AODV (Ad hoc On Demand Distance Vector), AOMDV (Ad-hoc On-demand Multi-path Distance Vector) and others). These routing protocols are required when there is a special need to indicate the route to the destination. The proactive routing protocols are (DSDV (Destination Sequenced Distance Vectored), OLSR (Optimized Link State Routing), and others). These are periodically broadcasting to store the view of the network and the correct route to each node in a routing table. The other type of the routing protocol is the hybrid routing protocols which merges the advantages of the above two types in small domain.

The main essential task of the network designers is “what is it can provide and what protocol should be designed”? The routing protocol is representing the spirits in the Wireless Sensor Network (WSN). So this study aims to select the optimal routing protocol (among the many possible available routing protocols) that can achieve the best possible performance of the new designed Wireless Sensor Network. The network simulator (NS-2) was used as a simulation tool to evaluate and implement all the required scenarios. The increasingly demand on wireless sensor networks is due to the ability of deploying large number of small sensing self-powered nodes which gather information or detect special events and communicate in a wireless fashion [6].

Wireless Sensor Networks

A WSN was defined as networks of devices (denoted as nodes) which can deals with their deployed environment and communicate the information gathered from the monitored field through wireless links [6]. The data is transmitted via multiple hops. The WSN nodes can be deployed to be moving or stationary. They can be aware or not of their location and they can be either homogeneous or not. The WSNs wide applications to the real world are practically unlimited. Their applications are ranging military and civil field from positioning and tracking, to logistic, localization, controlling and so on. Due to the wide variety of possible applications of WSNs, system requirements could change significantly [6][7].

One of the main features of the WSN are the scalability with respect to the number of nodes in the network, self-organization, self-healing, energy efficiency, a sufficient degree of connectivity among nodes, low-complexity, and low cost [6]. In [6] they advised that the WSN protocols architectures can be considered as a potential framework for the creation of these networks, but, unfortunately, the definition of such a protocol architecture and technical solution is not simple, and the research still needs to work on it.

Performance metrics

There are many performance metrics can be used to select the best routing protocol in WSN. In this paper, the most four reliable effective performance metrics were used and utilized in the proposed decision process. The decision process in this study was built on selecting the "optimal routing protocol" which is the best suitable routing protocol (for certain WSN environment) among five possible routing protocols (DSDV, OLSR, DSR, AODV, and AOMDV). These metrics are:
1. Throughput
Throughput represents the amount of data received by the destination nodes in some period of time [8]. This value is wanted to be increased.

2. Average end-to-end delay (average E2E delay)
It represents the time that spent by the packet to reach to the destination

\[ E2E \text{ delay}[packet\_id] = \text{received time}[packet\_id] – \text{sent time}[packet\_id] \]

The average end-to-end delay can be calculated by summing the times taken by all received packets divided by their total numbers [9]. This value is preferred to be decreased.

3. Packets delivery fraction (PDF)
PDF can be measured as the ratio of the received packets by the destination nodes to the packets sent by the source node [10]. This value is preferred to be increased.

\[ PDF = \frac{\text{number of received packets}}{\text{number of sent packets}} \times 100 \]

4. Normalize Routing Load (NRL)
Is the number of transmitted routing packets per delivery data packets [11]. This value is preferred to be decreased.

\[ NRL = \frac{\text{number of routing packets}}{\text{number of received packets}}. \]

Simulation Environment
The following environment was suggested to perform this simulation study. NS-2 was used to implement this environment in many different runs to collect the required quantitative values of the required performance metrics. Table (1) represents the suggested WSN simulation environment parameters.

<table>
<thead>
<tr>
<th>Parameter</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>The simulator</td>
<td>NS-2.34</td>
</tr>
<tr>
<td>MAC</td>
<td>802.11</td>
</tr>
<tr>
<td>Propagation model</td>
<td>Two ray round</td>
</tr>
<tr>
<td>Routing protocols</td>
<td>DSR, DSDV, AODV, OLSR, AOMDV</td>
</tr>
<tr>
<td>Simulation time</td>
<td>75s</td>
</tr>
<tr>
<td>Traffic generation</td>
<td>CBR</td>
</tr>
<tr>
<td>Antenna</td>
<td>Omni Antenna</td>
</tr>
<tr>
<td>Packets size</td>
<td>512 bytes/packet</td>
</tr>
<tr>
<td>Transition rate</td>
<td>4 packets/second</td>
</tr>
<tr>
<td>Mobility model</td>
<td>Random way point model</td>
</tr>
<tr>
<td>Pause time type</td>
<td>Uniform distribution</td>
</tr>
<tr>
<td>Speed type</td>
<td>Uniform distribution</td>
</tr>
</tbody>
</table>

Mathematical modeling
Examples of certain possible MWSN environment with different parameters (as shown in table (1)) were simulated and tested in NS-2. The resulted trace file was used with AWK programming language to calculate the four performance metrics values for each protocol in each implementation. The value of each of the four performance metrics was calculated as the average of 50 repeated simulation implementations for each one of the five suggested routing protocols in this study. The simulation study is heavily depending on the pseudo random numbers, so the 50 repeated simulation
implementations will reduce the errors and approximate the results to the reality. The following equation was developed and tested. It can be applied as a mathematical model to calculate the resulted V values for different iterations.

\[ V(i) = (M_1(i) \times W_1) + (M_2(i) \times W_2) - (M_3(i) \times W_3) \]

Where:
- \( V(i) \): the resulted performance value of the network with the routing protocol (i).
- \( M_1(i) \): the WSN throughput with the routing protocol (i).
- \( M_2(i) \): the WSN Packets delivery fraction with the routing protocol (i).
- \( M_3(i) \): the WSN Average end-to-end delay with the routing protocol (i).
- \( M_4(i) \): the WSN Normalize routing load with the routing protocol (i).
- \( W_1 \): the throughput weight.
- \( W_2 \): the Packet delivery fraction weight.
- \( W_3 \): the Average end-to-end delay weight.
- \( W_4 \): the Normalize routing load weight.
- \( i \): from 1 to 5 (1. DSR, 2. DSDV, 3. AODV, 4. OLSR, 5. AOMDV).

The weights are assigned depending on the main objective of the user (or WSN designer). In each WSN the designer will prefer or focus on certain performance metrics. The WSN will design to achieve certain goal. This goal will be achieved through certain performance metrics. The user will assign higher weights to these performance metrics depending on the MWSN aim. The following cases were suggested to apply the developed model on the four performance metrics results of the simulated proposed MWSN environment with each one of the five routing protocols. In addition to the simulation environment suggested in table (1), table (2) shows the five WSN scenarios that were considered in the simulation study.

Table (2): MWSN scenarios of the case study

<table>
<thead>
<tr>
<th>Scenario number</th>
<th>Number of nodes</th>
<th>Pause time</th>
<th>Nodes Speed</th>
<th>Simulation area</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>10</td>
<td>6</td>
<td>5</td>
<td>1000m*1000m</td>
</tr>
<tr>
<td>2</td>
<td>20</td>
<td>6</td>
<td>10</td>
<td>1000m*1000m</td>
</tr>
<tr>
<td>3</td>
<td>30</td>
<td>10</td>
<td>20</td>
<td>1000m*1000m</td>
</tr>
<tr>
<td>4</td>
<td>40</td>
<td>10</td>
<td>5</td>
<td>1000m*1000m</td>
</tr>
<tr>
<td>5</td>
<td>50</td>
<td>10</td>
<td>10</td>
<td>1000m*1000m</td>
</tr>
</tbody>
</table>

After calculating the performance metrics values of the suggested MWSN with the five routing protocols. The following cases were suggested as samples to implement and validate our suggested mathematical model.

Simulation Results

After 50 running simulation times for each suggested scenario in table (2). The MWSN performance metrics results for each of the five routing protocols were averaged and used as inputs \( M_j; (j =1 \text{ to } 4) \) to the mathematical model. The final resulted V values are shown in the following
graphs. The following mathematical model results represent the final V values of the MWSN for each routing protocol after applying the proposed weights. The following cases were suggested as samples.

**Case1:**
The suggested mathematical model was applied when the weight of one performance metric is 1 and other metrics weights are set to zero.

**Case1.1:** the weight of the throughput is one and other performance metrics weights are zero.

**Case1.2:** the weight of the average end-to-end delay is one and other performance metrics weights are zero.

Figure (1) shows case1.1 resulted MWSN (V values) for each of the five routing protocols in each of the five suggested simulation scenarios.

(a) Scenario 1; V values for the routing protocols.  
(b) Scenario 2; V values for the routing protocols.

(c) Scenario 3; V values for the routing protocols.  
(d) Scenario 4; V values for the routing protocols.

(e) Scenario 5; V values for the routing protocols

Figure (1): V values for the routing protocols in case1.1.

Figure (2) shows case1.2 resulted MWSN (V values) for each of the five routing protocols in each of the five suggested simulation scenarios.

(a) Scenario 1; V values for the routing protocols  
(b) Scenario 2; V values for the routing protocols
c) Scenario 3; V values for the routing protocols.
d) Scenario 4; V values for the routing protocols.

e) Scenario 5; V values for the routing protocols.

**Figure (2):** V values for the routing protocols in case 1.2

**Case 2:** in this case a special situation was applied by assigning equal weights for each of the four performance metrics (i.e., let $W = 0.25$ for each performance metric).

(a) Scenario 1; V values for the routing protocols. (b) Scenario 2; V values for the routing protocols.

c) Scenario 3; V values for the routing protocols. d) Scenario 4; V values for the routing protocols.

e) Scenario 5; V values for the routing protocols.

**Figure (3):** V values for the routing protocols in case 2.

**Case 3:** in this case, three different situations were applied as samples when the performance metrics weights are different.

**Case 3.1:**
- The throughput weight $= 0.4$
- The average end-to-end delay weight $= 0.4$
- The packets delivery fraction weight $= 0.1$
- The normalize routing load weight $= 0.1$
Figure (4): V values for the routing protocols in case 3.1.

Case 3.2:
The throughput weight = 0.3
The average end-to-end delay weight = 0.3
The packet delivery fraction weight = 0.1
The normalize routing load weight = 0.3

Figure (5): V values for the routing protocols in case 3.2.
Case 3.3:
The throughput weight $= 0.3$
The average end-to-end delay weight $= 0.2$
The packet delivery fraction weight $= 0.3$
The normalize routing load weight $= 0.2$

(a) Scenario 1; V values for the routing protocols.  (b) Scenario 2; V values for the routing protocols.
(c) Scenario 3; V values for the routing protocols.  (d) Scenario 4; V values for the routing protocols.
(e) Scenario 5; V values for the routing protocols.

Figure (6): V values for the routing protocols in case 3.3.

Implementations and Discussions

Most of the previous studies focused on the evaluation of the routing protocols and MWSN and the MANET’s performance. This paper tends toward developing a mathematical method to select the best routing protocol among five possible available wireless routing protocols that can be used in any new designed (MWSN) or MANET. The best routing protocol is that one achieves maximum possible values of the MWSN throughput and Packets delivery fraction. It must also achieve the minimum possible values of the end to end delay and normalized routing loads in the same time.

The selected protocol must make the network behaves in a reliable and efficient manner. As a result of applying this selected protocol, The MWSN performance metrics will reach the best possible values comparing with their values when using any of the other routing protocols.

The proposed method suggests three alternatives in selecting the best routing protocol. All these alternatives are planned to be under the control of the MWSN designer and/or its user. The user can assign certain weight to each performance metric depending on the designed MWSN objectives. These weights and the simulated quantitative values of the MWSN performance metrics are depicted in the suggested equation (mathematical model). The final decision will depends on the maximum resulted value from this equation. This equation can be implemented for all available protocols in addition to that used in this study. The final resulted values will be compared to choose the maximum one which represents the best (Optimal) suitable routing protocol. This approach can be used with different MWSN environments and all its feasible routing protocols.
Conclusions

In this paper, a mathematical model was built to choose the optimal routing protocol depending on the values of four effective performance metrics (throughput, Packets delivery fraction, average end to end delay and normalized routing loads). This model was implemented with certain MANET environment and five routing protocols (DSR, DSDV, AODV, OLSR, and AOMDV).

Each MWSN (or MANT's) designer objective is to achieve maximum possible values of the throughput and Packets delivery fraction and minimum possible values of the end to end delay and the normalized routing loads. This aim was utilized in this study to find certain relation between these for metrics under different operation characteristics. The user may aim to improve one, two or all of these performance metrics. Assigning higher weight (between 1 and zero) to certain performance metric will achieve this aim. These weights must also heavily depend upon the MWSN goals and objectives. The suggested model calculations was took low running time comparing with the running times required in operating the evaluation systems implemented in many previous studies.

This developed model can be implemented to evaluate or suggest an optimal routing protocol for a new or used MWSN and MANET. It can be also developed in future works to cover the effects of the other performance metrics and their limitations.
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